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Remote VPN
1. Introduction

Virtual private networks (VPNs) provide a way for secure connections to be established across
the public network by tunneling the traffic. VPNs generally fall into two types—remote-access
VPN and site-to-site VPN. Remote-access VPNs can be used to securely connect a host to a
private network. For example, companies can allow staff to remotely access the file servers or
other resources on the headquarters’ intranet from an outside network using remote VPNs. With
site-to-site VPNSs, separate private networks could be joined for data sharing or other purposes.
For example, private networks of different office branches of a company or even private

networks of different companies can be joined.

In this technical guide, the Remote VPN feature on the controller is introduced, and guidance on

how to setup and configure remote VPNs on the controller as well as on client devices is

provided.
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2. Setup of Remote VPN - PPTP

2.1  WLAN Controller Configuration

Step 1.

Enter controller’s IP address/domain name in browser and login as administrator.

Username
Password
Log In

?
Change password? Engiish v

Forgot password?

Figure 2-1-1. Controller’s WMI Login Page
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Step 2.

Create some accounts in the local database for remote VPN connections if local authentication

is preferred. When other authentication methods are used, make sure accounts are created in

the databases.

Go to Users > Internal Authentication > Local > Local User List to create local user

accounts.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

Groups Wit s Internal At hariscations Dscal rentect

Authentication Servers
Internal Authentication Server No. | 1:Server1 ¥

Local
Crbi Local Authentication

Guest

One Time Password
| Local User List Configure
External Authentication
On-Demand Accounts Account Roaming Out Enable @ Disable
Schedule 802.1X Authentication Enable @ Disable
Policies
Blacklists
@ Apply € cancel

Privilege Lists
Additional Controls

Figure 2-1-2. Create local user accounts

After accounts are created, administrator can view the accounts’ details in Local User List.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

Groups Main> Users » Internal Authentication» Local Authentication
Authentication Servers
Internal Authentication Local User List

Local

On-Demand

ek Add... | Delete | BackupList | Upload [ search

One Time Password

= e s i | romers |t aon ||| b
On-Demand Accounts f Valid 1 1 Group 1

Schedule

= 2 Valid 2 2 Group 1

Policies

Blacklists 3 Valid 3 3 Group 1

Privilege Lists

(Total:3/10000) #eFirst «Prev Next# Last#1 Go toPage|1 ¥ | (Page:1/1) Row per Page: |10 ¥

Additional Controls

Figure 2-1-3. Local User List
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Step 3.

Go to Network > VPN > Remote VPN PPTP and enable the function.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
NAT -
Monitor List Remote VPN PPTP
Walled Garden
| Function ® Enable  Disable
Proxy Server
Local DNS Records Activate SIP. WAN Interface: WAN1
Dynamic Routing Allocate IP Address from 172.29.0.1
DDNS
WISPr Configure
Client Mobility
Authentication Options
Server 1 LOCAL local v
Server 2 RADIUS radius v
Server 3 NTDOMAIN ntdomain v
Server 4 LDAP Idap v
Server 5 POP3 pop3 <)

Remote VPN [KEv2

Figure 2-1-4. Enable Remote VPN PPTP

Step 4.

Enter start IP address to be assigned to remote clients.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
NAT =
Monitor List Remote VPN PPTP
Walled Garden ———
Proxy Server
Local DNS Records Activate SIP WAN Interface: WAN1
Hynanis Roukng IAIIocate IP Address from 172.29.0.1 I
DDNS

WISPr Configure

Client Mobility

Authentication Options

T T R T
Server 1 LOCAL local “
Server 2 RADIUS radius )
Server 3 NTDOMAIN ntdomain v
Server 4 LDAP Idap v
Server 5 POP3 pop3 )

Remote VPN I[KEv2

Figure 2-1-5. Select start IP address for Remote VPN PPTP
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Step 5.

Select authentication databases to be used for remote VPN connection.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
NAT -
Monitor List Remote VPN PPTP
Walled Garden
Function ® Enable Disable
Proxy Server
Local DNS Records Activate SIP WAN Interface: WAN1
Synamic Routing Allocate IP Address from 172.29.0.1
DDNS
WISPr Configure
Client Mobility
Authentication Options
Auth Option Auth Database
Server 1 LOCAL local
Server 2 RADIUS radius
Server 3 NTDOMAIN ntdomain
Server 4 LDAP Idap
Server 5 POP3 pop3

Remote VPN IKEv2

Figure 2-1-6. Select authentication databases for Remote VPN PPTP

Step 6.

Click Apply button at the bottom of the page and reboot the controller in order for the
configuration to be effective.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

NAT -

Monitor List

Site-to-Site VPN
Walled Garden
(ARG R |
Proxy Server Local Sites

Local DNS Records

Dynamic Routing . | Delete

Add..
DDNS

. — Local Local Remote SEEE Tunnel Status
Client Mobility Host/Subnet Interface VPN Gateway Host/Subnet

Remote Sites

Add... | Delete

I T S 7 S R
Q Apply o Cancel

Figure 2-1-7. Apply the configuration
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SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
Administrator Accounts Main> Utilities > Restart
Backup & Restore
Certificates Restart

Network Utilities

System Upgrade

Restart the system in | Regular v Mode

Reason for Restart: || ]

Perform detailed filesystem check during booting

o Apply Q Cancel

Figure 2-1-8. Restart the controller for the new configuration to take effect
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2.2  Remote Client Configuration

2.3 Windows 10 Configuration

Step 1.

On Window 10 device, search for VPN in search bar to open VPN configuration.

= D @ Filters \v/
Best match
0]

Qg) Change virtual private networks (VPN)

System settings

Search suggestions

/0 VPN - See web results >

Figure 2-2-1-1. VPN Configuration on Windows10 Device

Step 2.

Select Add a VPN connection to create a new VPN connection.
Settings = O X
@ VPN
VPN

= Add a VPN connection

0? PPTP

og) IKEv2

Advanced Options

Allow VPN over metered networks

@ on

Figure 2-2-1-2. Add a new VPN connection
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Step 3.

Fill in the VPN configuration details and save it.

VPN provider: Select Windows (built-in).

Connection name: It can be anything you prefer.

Server name or address: Enter your server address.

VPN type: Select Point to Point Protocol (PPTP).

Type of sign-in info: Select User name and password.

User name (optional): Enter your remote user account username. E.g. 1@local
Password (optional): Enter your remote user account password.

Settings

Add a VPN connection

VPN provider

Connection hame

PPTP

Server name or address

Type of sign-in info

User name (optional)

Save Cancel

Figure 2-2-1-3. VPN PPTP Configuration Details




Remote VPN
Step 4.

After saving the connection, it will be shown in the VPN connection list. Click on Connect for

establishing the connection.

22 VPN

VPN

Add a VPN connection
.S

0? IKEv2

o.gg PPTP

Connect Advanced options Remove

Figure 2-2-1-4. Establish VPN connection

Step 5.

After a while, it will connect and show “Connected” status.

Settings — O X

£ VPN

VPN

Add a VPN connection
R

IKEV2
o PPTP
Connected

Advanced options Disconnect

Figure 2-2-1-5. Establish VPN connection
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2.4 iPhone Configuration

iPhone no longer supports VPN-PPTP option since iOS10.
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2.5 Android Configuration

Step 1.
Go to Settings > More connection settings > VPN. Click on ADD VPN to create a new VPN

%8 w4l 99%M 11:38 s - Do aMr-Rhob 2@ = .4l 99% M 11:38 %20 -Gh-Rhop %G =il 99%M11:38 2© % .4 98%M11:39
<Ol Uair Ceelele Ui kb e
. Settings SEARCH < More connection settings ADDVPN  MORE
Musthave e u B Nearby device scanning
BB 9 m u Lock screen and Battery User manual On
for your Galaxy. security
Printing
© wiFi
2] X VPN
Tarmi e Bluetooth .E:‘;;;g)and manage Virtual Private Networks
. = @) 0 Airplane mode
- ) Mobile hotspot and tetherin
Email Settings P 9 No VPNs

0 Data usage
@[]
SIM card manager
M

@ NFC and payment

Google

| @ More connection settings |

<

@ Smart Manager

Figure 2-2-2-1. Add a new VPN connection

Step 2.

Fill in the VPN configuration details and click SAVE to save it.

Name: It can be anything you prefer.
Type: Select PPTP.

Server address: Enter your server name.
PPP encryption: Enable the option.

Add VPN

Name
PPTP

Type
PPTP +

Server address

PPP encryption (MPPE)

[} show advanced options

CANCEL SAVE

Figure 2-2-2-2. Android VPN PPTP Configuration
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Step 3.
After the VPN configuration is saved, it will be shown in the VPN page. Select the configuration
for PPTP and tap it to establish VPN connection.

- TR 1 26 % 97%M11:47
20Kt/ 0K

D:0KDS s 3 5
< VPN ADDVPN  MORE

Figure 2-2-2-3. Establish VPN connection

Step 4.

Enter remote user account’s username and password and click CONNECT to continue
establishing VPN connection.

%@ = . 98% M 11:41

ADD VPN  MORE

Connect to PPTP

Username
1@local

Password

Save account information

CANCEL CONNECT

Figure 2-2-2-4. Establish VPN connection
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Step 5.
After the connection has been established successfully, it will show Connected for the

connection.

@B ELap 28 T .al 97%M0 11:47
D: OKn/s U:0Kbis

< VPN ADDVPN  MORE

Figure 2-2-2-5. Successful VPN connection

14
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3. Setup of Remote VPN - IKEv2

3.1 WLAN Controller Configuration

Step 1.

Enter the controller’s IP address/domain name in browser and login as administrator.

Username

Password

Log In

Change password? English v
Forgot password?

Figure 3-1-1. Controller’s WMI Login Page

15
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Step 2.
Create some accounts in the local database for remote VPN connections if local authentication

is preferred. When other authentication methods are used, make sure accounts are created in

the databases.

Go to Users > Internal Authentication > Local > Local User List to create local user

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

GIoUps Main > Users » Internal Authentication > Local Authenticatior
Authentication Servers
Internal Authentication Server No. | 1:Server1 ¥

Local

e, Local Authentication

Guest

One Time Password

| Local User List Configure

External Authentication

On-Demand Accounts Account Roaming Out Enable © Disable

Schedule 802.1X Authentication Enable @ Disable

Policies

Blacklists

Q Apply o Cancel

Privilege Lists

Additional Controls

Figure 3-1-2. Create local user accounts

After accounts are created, administrator can view the accounts’ details in Local User List.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
SIS Main > Users » Internal Authentication » Local Authentication > Local User List
Authentication Servers
Internal Authentication Local User List
Local
On-Demand
st Add... | Delete | Backup List | Upload Search
One Time Password
= [ e | romers | con | savior | e
On-Demand Accounts T valid 1 T Group 1
Schedule
o 2 Valid 2 2 Group 1
Policies
Blacklists 3 Valid 3 3 Group 1
Privilege Lists
(Total:3/10000) #eFirst «Prev Next# Last+1 Go to Page|1 ¥ | (Page:1/1) Row per Page:[10 ¥

Additional Controls

Figure 3-1-3. Local User List
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Step 3.

Go to Utilities > Certificates and edit System Certificate.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
Administrator Accounts Main > Utilit HRcates
Backup & Restore
Certificates Certificate Management
Network Utilities
Restart
System Certificate|
Default Certificate CN=gateway.example.com WEB Server, Built-in RADIUS

Internal Root CA &

Internal Root CA N/A
Internally Issued Certificate ¢
N/A N/A
Trusted Certificate Authorities (CA) /
N/A N/A

Figure 3-1-4. Edit System Certificate

Step 4.

Upload a valid certificate with its key and/or intermediate CA for the use of remote VPN IKEv2.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

Administrator Accounts -
Factory Default Certificate

Backup & Restore

Certificates Factory Default Certificate CN=gateway.example.com View

Network Utilities

e, Internally Issued Certificate

System Upgrade N/A N/A View | Delete

Uploaded Certificate
N/A N/A View || Delete | Upload Intermediate/Root CA || Verify

Upload System Certificate

Certificate | Choose File |No file chosen
Private Key | Choose File | No file chosen
Intermediate CA | chaose File |No file chosen

| Upload |

Figure 3-1-5. Upload Certificate for Remote VPN IKEv2
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After uploading the certificate, administrator will be able to view it in the System Certificate

page.

General

WAN

IPvé

LAN Ports

High Availability
Service Zones

Port Location Mapping
PMS Interface

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

Main> Utilities » Certificates » System Certificate

System Certificate

Factory Default Certificate

Factory Default Certificate CN=gateway.example.com View
Internally Issued Certificate

N/A N/A View || Delete

Uploaded Certificate

. e view

upload1 Delete Upload Intermediate/Root CA || Verify

Upload System Certificate

Certificate | Choose File | No file chosen

Figure 3-1-6. Uploaded Certificates Overview

Important: Make sure the server name matches certificate’s CN and also the server name must

be an existent domain name. Otherwise, Windows clients may fail to establish VPN connection

with the controller.

18



Step 5.

Remote VPN

Go to Network > VPN > Remote VPN IKEv2 and enable the function.

SYSTEM USERS

NAT
Remote VPN IKEv2

Monitor List
Walled Garden

DEVICES NETWORK UTILITIES STATUS

I Function
Proxy Server

® Enable Disable I

Local DNS Records Allocate IP Address from

Dynamic Routing Certificate
DDA WISPr
Client Mobility

Authentication Options

IP Address |172.16.0.1 *Subnet Mask | 255.255.255.0 (/24) v
UPLOAD 1 ¥

Configure

Server 1 LOCAL local v
Server 2 RADIUS radius

Server 3 NTDOMAIN ntdomain

Server 4 LDAP Idap

Server 5 POP3 pop3

Figure 3-1-7. Enable Remote VPN IKEv2

Step 6.

Enter start IP address to be assigned to remote clients.

SYSTEM USERS

NAT
Monitor List Remote VPN IKEv2
Walled Garden

Proxy Server

Function

DEVICES NETWORK UTILITIES STATUS

® Enable Disable

loeal DG Records I Allocate IP Address from

IP Address [172.16.0.1 *Subnet Mask |255.255.255.0(/24) v I

Dynamic Routing Certificate
DD WisPr
Client Mobility

Authentication Options

UPLOAD 1 v

Configure

Server 1 LOCAL local v
Server 2 RADIUS radius

Server 3 NTDOMAIN ntdomain

Server 4 LDAP Idap

Server 5 POP3 pop3

Figure 3-1-8. Select start IP address for Remote VPN IKEv2
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Step 7.

Remote VPN

Select Certificate to be used for remote VPN connection.

NAT

Monitor List

Walled Garden
TR |
Proxy Server

Local DNS Records

Dynamic Routing

DDNS

Client Mobility

Step 8.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS
Remote VPN IKEv2
Function ® Enable Disable
Allocate IP Address from IP Address [172.16.0.1 * Subnet Mask | 255.255.255.0 (/24) v
I Certificate UPLOAD1 ¥ I

WISPr Configure

Authentication Options
Server 1 LOCAL local 5
Server 2 RADIUS radius
Server 3 NTDOMAIN ntdomain
Server 4 LDAP Idap
Server 5 POP3 pop3

Figure 3-1-9. Select Certificate for Remote VPN IKEv2

Select authentication databases to be used for remote VPN connection.

NAT

Monitor List

Walled Garden

[ NEREE TR |
Proxy Server

Local DNS Records

Dynamic Routing

DDNS

Client Mobility

SYSTEM

Remote VPN

Function

Allocate IP Address from

Certificate
WISPr

Authentication Options

USERS

IKEv2

DEVICES NETWORK UTILITIES STATUS
® Enable Disable
IP Address [172.16.0.1 *Subnet Mask | 255.255.255.0 (/24) v
UPLOAD1 v
Configure
TR T

Server 1 LOCAL local »
Server 2 RADIUS radius
Server 3 NTDOMAIN ntdomain
Server 4 LDAP Idap
Server 5 POP3 pop3

Figure 3-1-10. Select authentication databases for Remote VPN IKEv2

20




Remote VPN
Step 9.

Click Apply button at the bottom of the page and reboot the controller in order for the
configuration to be effective.

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

NAT -

Monitor List

Site-to-Site VPN
Walled Garden

[ SRIEGAT R R |
Proxy Server Local Sites

Local DNS Records

Dynamic Routing . | Delete

Add..
DDNS

: — Local Local Remote SEEE Tunnel Status
Client Mobility Host/Subnet Interface VPN Gateway Host/Subnet

Remote Sites

Add... | Delete

I S 7 S T T
Q Apply o Cancel

Figure 3-1-11. Apply the configuration

SYSTEM USERS DEVICES NETWORK UTILITIES STATUS

Administrator Accounts

Main> Utiliti Restal

Backup & Restore
Certificates Restart
Network Utilities

System Upgrade

Restart the system in  Regular v Mode
Reason for Restart : l|

Perform detailed filesystem check during booting

Q Apply 0 Cancel

Figure 3-1-12. Restart WHG for the new configuration to be effective

3.2 Remote Client Configuration

3.3 Windows 10 Configuration
Step 1.

On a Window 10 device, search for VPN in search bar to open VPN configuration.

21




Remote VPN

= (| &3] Filters \v/
o Best match

O'Z‘) Change virtual private networks (VPN)
@ System settings

Search suggestions

L vpn - See web results >

Figure 3-2-1-1. VPN Configuration on Windows 10 Device

Step 2.

Select Add a VPN connection to create a new VPN connection.
Settings . [m] X
@ VPN
VPN

Add a VPN connection
e

o.g) PPTP

0? IKEv2

Advanced Options

Allow VPN over metered networks

@ o

Figure 3-2-1-2. Add a new VPN connection
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Step 3.

Fill in the VPN configuration details and save it.

VPN provider: Select Windows (built-in).

Connection name: It can be anything you prefer.

Server name or address: Enter your server name.

VPN type: Select IKEv2.

Type of sign-in info: Select User name and password.

User name (optional): Enter your remote user account username. E.g. 1@local
Password (optional): Enter your remote user account password.

Settings — ad X

Add a VPN connection

VPN provider

Windows (built-in) v

Connection name

IKEv2

Server name or address

Type of sign-in info

User name (optional)

Figure 3-2-1-3. VPN IKEv2 Configuration Details

Important: Make sure the server name matches certificate’s CN and also the server name must
be an existent domain name. Otherwise, Windows clients may fail to establish VPN connection
with the controller.
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Step 4.

After saving the connection, it will be shown in the VPN connection list. Click on Connect for

establishing the connection.

& VPN
VPN

L Add a VPN connection

QZ‘) IKEv2

o PPTP

Connect Advanced options Remove

Figure 3-2-1-4. Establish VPN connection

Step 5.

After a while, it will connect and show Connected status.
Settings = O X
2 VPN
VPN

Add a VPN connection
-+

IKEv2
oo Al
Connected

Advanced options Disconnect

Figure 3-2-1-5. Successful VPN Connection
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3.4 iPhone Configuration

Step 1.

On an iPhone, go to Settings > General > VPN. Click on Add VPN Configuration to create a

new VPN connection.

5:41 all 4G 5:41 all 4G - 5:41 all 4G -

Settings { Settings General ¢ General VPN

l Eﬁ General

Display & Brightness

Restrictions Off

Add VPN Configuration...

Wallpaper Date & Time

Sounds & Haptics Keyboard

Siri & Search Language & Region

Face ID & Passcode Dictionary

Emergency SOS

Battery @ﬁunes Wi-Fi Sync Q

Privacy | VPN Not Connected |

Device Management MONSTAR LAB,INC.

iTunes & App Store

Wallet & Apple Pay Regulatory

Accounts & Passwords Reset

oo o0ae ol

Mail Shut Down

3

Contacts

Falandar

Figure 3-2-2-1. Add a new VPN connection
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Step 2.

Fill in the VPN configuration details and click Done to save it.

Type: Select IKEV2.

Description: It can be anything you prefer.

Server: Enter your server name.

Remote ID: Enter your server name.

Local ID: Leave empty.

User Authentication: Select username.

Username: Enter your remote user account username. E.g. 1@local
Password: Enter your remote user account password.

Proxy: Select Off.

5:43 wll 4G -
Cancel IKEv2
Type IKEv2

Description IKEv2
Server {Your VPN Server Name}
Remote ID {Your VPN Server Name}

Local ID

AUTHENTICATION

User Authentication Username
Username 1@local

Password e

PROXY

Figure 3-2-2-2. iPhone VPN IKEv2 Configuration
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Step 3.

After the VPN configuration is saved, it will be shown in the VPN page. Select the configuration
for IKEv2 and tap the Status slider to establish VPN connection.

11:35 all 4G (420
£ General VPN
VPN CONFIGURATIONS
Status Not Connected
~ IKEv2 e

Add VPN Configuration...

Figure 3-2-2-3. Establish VPN connection
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Step 4.
After the connection has been established successfully, it will show Connected on the Status
field.
5:45 wll 4G -
£ General VPN
Status Connected L/
~ [KEv2 D

Add VPN Configuration...

Figure 3-2-2-4. Successful VPN Connection
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3.5 Android Configuration

EWS controller currently only supports EAP-only authentication in IKEv2 but not other types of
authentication, such as IKEv2 PSK or IKEv2 RSA. However, built-in VPN function on Android
devices only supports IKEv2 PSK or IKEv2 RSA; therefore, it is required to use a third-party
VPN APP that supports EAP-IKEV2 to establish VPN IKEv2 connection with the controller. In
this guide, we use strongSwan APP as an example, but another APP that has the same feature

can also be used.

Step 1.

Open strongSwan APP and click ADD VPN PROFILE to create a new VPN configuration.

cHe-EY LAk #@ T .a97%MW11:48 b & & 2 4 #0O T .al97%M11:48
D:2Kn/s U:Skhis 0 '

D: 0Kt kbi's
SEARCH  AZ  EDIT ADD VPN PROFILE =}

e 8 : Status: No active VPN

NEG No VPN profiles
uMobility

ox e @2

3CX rmi X PowerPoint

Word PingTools & Psiphon Pra
Monitor Mini

o o

DNSLookup Network  Speedtest strongSwan
Scanner

Figure 3-2-3-1. Add a new VPN connection
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Step 2.

Fill in the VPN configuration details and click SAVE to save it.

Server: Enter your server name.

VPN Type: Select IKEv2 EAP (Username/Password).

Username: Enter your remote user account username. E.g. 1@local
Password (Optional): Enter your remote user account password.
CA certificate: Tick Select automatically.

Profile name (optional): Leave empty.

'JaEo Loy *G T .a97%M11:50
<0Kn/s OKbi's

D:0Kh/s U:0OKbfs
< Add VPN profile SAVE CANCEL

VPN Type

IKEv2 EAP (Username/Password)

1@local

Figure 3-2-3-2. Android VPN IKEv2 Configuration

Step 3.
After the VPN configuration is saved, it will be shown in the strongSwan APP. Tap the

configuration to establish VPN connection.

ADD VPN PROFILE ¢

Status: No active VPN

ipnet.com

1@local

Figure 3-2-3-3. Establish VPN connection
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Step 4.

After the connection has been established successfully, it will show Connected on the Status
field in strongSwan APP. Additionally, it will also show Connected for the VPN connection in

Android’s VPN page.

28 T .a197%W11:5 Ar-@oLhop 2@ T .al97%M 11:51
s U 0Kbs

B‘ ADD VPN PROFILE  } ADDVPN  MORE

Status: Connected strongSwan VPN Client
Profile: remote.4ipnet.com Connected

DISCONNECT e PPTP

Figure 3-2-3-4. Successful VPN Connection
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4. Conclusion

Some end users would like to access company network when they are outside of office or
traveling so that they can access the file servers or have their internet traffic go through

company network.

Remote VPN can be built using the EWS controller. Furthermore, any Local Accounts can
remotely access the network resource under some certain wireless LAN environment, such as
workplace, school, SMB, etc. That is, any employees could experience the wireless LAN of the

certain application without any restriction.

5. Remarks

For more information, please contact your local Systems Integrator, or contact

support@4ipnet.com for support.
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